
NSW moves on privacy legislation
he NSW Attorney General, 
Je ff Shaw  QC MLC, a n 
nounced in April that the 
NSW G overnm ent w ould  

introduce comprehensive privacy and 
data protection legislation in the cur
rent session of Parliament.

Instead of waiting for the Federal 
G overnm ent’s p ro p o sed  ‘national 
approach’ to privacy and  data p ro
tection, NSW is preparing to go it 
alone. ‘I will not allow the im portant 
hum an rights of NSW citizens to be 
sacrificed to the usual lengthy delays 
in national agreem ent, and our pri
vacy legislation will proceed very 
soon’, said Mr Shaw.

Although no details of the pro
posed Bill have been released, the 
Government has set out the follow
ing policy objectives for privacy and 
data protection:

1) Protecting all privacy rights, with 
com prehensive enforcem ent pro
visions and legislative sanctions;

2) Increasing access to justice, in
cluding com pensation for privacy 
breaches;

3) Developing Codes of Conduct for 
the private sector;

4) Ensuring NSW meets the require
ments of the European Union Pri
vacy Directive (see box); and

5) Developing a national approach 
to privacy and data protection in 
the longer term.

O ne ofthe most significant announce
m ents was the G overnm ent’s com 
mitment to provide victims of privacy 
breaches with access to com pensa
tion of up to $40,000. This will add 
teeth to the legislation, w hich will be 
overseen by a p roposed  H um an 
Rights and Justice Commission - a

new  body com bining the staff o f the 
existing Anti-Discrimination Board 
and Privacy Committee, with the ad
dition of new  staff to m eet the  in
creased dem and in the  privacy and 
data protection field.

Mr Shaw’s announcem ent follows 
almost tw enty years o f lobbying by 
community groups and  privacy ad
vocates for enforceable statutory pri
vacy protection. Privacy has been 
eroded by developm ents in informa
tion technology, surveillance equip
m ent and custom er profiling tech
niques which have outstripped the 
pace of legal and legislative reform.

Only the existing Privacy Com- 
m ittee of NSW (with a staff of just six) 
and the Privacy Committee of South 
Australia (with a staff of just one!) 
have had jurisdiction to deal with 
privacy issues at the state level. Nei
ther have been able to enforce their 
recom mendations through legislative 
sanctions. Yet it is at the state level 
that som e of the largest collections of 
information take place - the various 
departm ents of health, housing and 
community services hold extensive 
records on individuals, as do state 
police and roads and traffic authori
ties.

The Federal Privacy Act, adminis
te re d  by  C o m m iss io n e r  K evin  
O ’Connor’s office, has jurisdiction 
only over the Com m onwealth public 
sector, and the credit reporting activi
ties of private sector com panies.

The move by NSW to introduce 
privacy legislation at the state level 
may prove attractive to other states. 
New international privacy regulations 
(notably the European Union Privacy 
Directive) have resulted in a situation 
w here it is essential for jurisdictions 
to show  a comm itm ent to privacy 
legislation in order to participate in 
the international trade of informa
tion. Waiting for the federal govern
ment to move on this point may be a

dangerous econom ic decision, as in
ternational businesses seek to base 
their operations in jurisdictions which 
offer statutory privacy protection.

The Federal Coalition was elected 
on  a platform w hich included a com
m itment to improving privacy pro
tection as a ‘m atter of the utmost 
priority’. H ow ever implementing na
tional laws will be a challenging and 
time consum ing task for new  Attor
ney General Darryl Williams. Victo
ria, W estern Australia and Q ueens
land are all considering legislative 
m oves of their own.

There is, however, one matter of 
concern in the NSW proposal. The 
new  Privacy Commissioner will be a 
part time Commissioner, sharing his 
or her time with a more general role 
in the anti-discrimination field. The 
governm ent has already announced 
that Chris Puplick will be the first 
Commissioner.

W hile Mr Puplick’s appointm ent 
is a popular decision, the move to 
m ake the role part time is likely to be 
b itterly  o p p o se d  by com m unity  
groups, and possibly som e elem ents 
in Parliament. The implementation 
of com prehensive privacy and data 
protection requires a full time com
mitment, especially in the formative 
stages w hen  education and prom o
tion of the new  legislation will be a 
high priority.

The NSW legislation is said to be 
largely m odelled on  the successful 
New Zealand Privacy Act. New Zea
land is a similar sized jurisdiction to 
NSW, and  has a full time Commis
sioner w ho spends a great deal of his 
time prom oting the legislation and 
consulting with industry and the com
munity. NSW deserves the same level 
of attention. □

Chris Connolly recently commenced work as 
a policy researcher at the CLC. He was 
previously a research officer for the NSW 
Privacy Committee.
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