
Privacy backdown: voices grow
Sue Ferguson reports  on reaction to the governm ent's withdrawal o f its 

proposal to im plem ent new  privacy laws

L
ast m onth’s CU reported  that 
the Prime Minister announced, 
on  21 March, the withdrawal of 
the governm ent’s plans to extend the 

application of the federal Privacy Act 
to the private sector. This decision 
was allegedly based mainly on the 
increased com pliance costs for Aus
tralian businesses, desp ite  w id e
spread industry and com m unity sup
port for the legislation.

Since the announcem ent there has 
been a steady stream of united concern 
voiced by consumer representatives 
and businesses. The only group not to 
join this united front are the banks.

Consumer and business concern
On 4 April, a joint statem ent was 
issued by privacy groups, consum 
ers, businesses, trade unions and pro
fessional societies w arning of a pri
vacy disaster resulting from the gov
ernm ent’s statement. Businesses in
volved in this joint statem ent include 

! the Australian Direct Marketing As- 
| sociation, American Express, Read- 
| ers Digest, the Law Society of NSW,
| Market Research Society, Stanton
! Partners, the Australian Com puter
I Society, Ozemail and INTIAA.

The statement referred to a Price 
W aterhouse survey of 120 large com 
panies, which found that two-thirds 

! supported the introduction of national
I privacy legislation. The coalition of 

groups also expressed their concern 
that Australia will suffer further em 
barrassment w hen international com 
panies refuse to trade with Australia 
because of its lack of privacy protec
tion, following the introduction of the 
European Union Privacy Directive, 
which comes into force on  1 July 1998.

European Directive

The federal governm ent’s ‘O nline 
Policy Statement’ for the 1996 elec

tion set out its concerns about the 
potential for Australian business to 
suffer if they did not develop privacy 
legislation:

‘The recently released European 
Union Privacy Directive, which 
regulates transnational dataflows, 
has made it imperative that Aus
tralia’s privacy legislation is up
dated before our access to overseas 
information resources is curtailed’. 
This Directive sets out privacy 

principles for the public and private 
sector. It includes m inimum  require
m ents which must be m et before 
personal data can be transferred to a 
country outside the European Union. 
The destination country must ensure 
an adequate level of privacy protec
tion (Article 25(D). New Zealand, 
Taiwan and Hong Kong have devel
oped  privacy legislation w hich in
cludes restrictions on trans-border 
data flows. South Korea, Japan and 
Canada are each in the process of 
im plem enting similar laws.

Other implications
• Australian consum ers will have no 

assurance that their privacy is pro
tected w hen dealing with the pri
vate sector nor will they have legal 
recourse if their personal informa
tion is sold despite assurances to 
the contrary.

• In the absence of federal legisla
tion, state governm ents will pur
sue separate privacy legislation for 
the private sector. Businesses w ho 
trade in m ore than one state will 
therefore be faced with the costs of 
complying with a range of different 
regulatory regimes.

• Several key emerging industries 
rely heavily on consum er confi
dence in their products. For exam 
ple, the smart card industry has been 
seeking to assure consumers that

the privacy of information collected 
on the cards will be protected.

State privacy legislation
NSW has draft legislation -  the Pri
vacy and  Protection of Personal In
form ation Bill 1997, which includes 
private sector coverage. In February 
1997, the NSW Attorney-General, Jeff 
Shaw, said that he w ould ask the 
NSW Privacy Commissioner to con
sider codes of practice for the private 
sector should there be a delay in the 
im plem entation of Commonwealth 
legislation. The Bill is expected to be 
tabled later this year.

Victoria has prepared a set of rec
ommendations that have not yet been 
released (Data Protection Advisory 
Council February 1997). It is expected 
that they will recommend the introduc
tion of privacy laws in Victoria. The 
DPAC prepared the recommendations 
on the assumption that the federal plans 
to cover the private sector would go 
ahead. However, like NSW, the Victo
rian government will push ahead with 
private sector coverage in the absence 
of federal legislation.

Q ueensland  has tw o com m ittees 
exam ining privacy legislation: one 
w ithin the A ttorney-G eneral’s De
partm ent and  the o ther a Parliam en
tary Committee. Both had been  con
sidering  private sector coverage. 
H ow ever, it has been  reported  that 
the  Q ueen slan d  governm ent has 
backed  aw ay from  private sector 
coverage follow ing the Prem iers’ 
Conference.

Tasmania recently released a dis
cussion paper on privacy and W est
ern Australia has established a ‘pri
vacy w orking party’. South Australia, 
the Northern Territory and the ACT 
may also have to consider privacy 
legislation in the absence of federal 
legislation. □
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